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RHEL 3 CAPP/EAL3+
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26-OCT: RHEL7 Common Criteria Complete!

RHEL 7.1+
EAL4+ against NIAP Operating System Protection Profile 2.0
Includes container framework

- Namespaces

- Control groups

- System call filtering

- Export/import of security attributes
RELRO

Press Release: http://red.ht/2ePN1ya & Security Target: http://bit.ly/2eV10RV
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